
SOITRON  NIS

THE NEW DIRECTIVE ON 
NETWORK AND INFORMATION 
SYSTEM SECURITY APPLIES 
TO YOUR COMPANY TOO! ARE 
YOU READY?

What are your main 
obligations under NIS?

  To take appropriate measures to manage the risks associated 
with security of network and information systems you use in 
your business

  To prevent and minimize the impact of incidents affecting 
security of network and information systems

  To immediately notify the competent security authority or 
CSIRT (Computer Security Incident Response Team) of any 
incident that seriously affects the continuity of the services 
provided

  To provide competent authorities with information necessary 
to assess the security of your networks and information 
systems, including documented security policies

  To provide evidence of the effective implementation of 
security policies, such as the results of a security audit

  Correction of any non-compliance with NIS

Our Consultancy Programme will help you learn what you need 
to know about the NIS legislation and take necessary actions to 
ensure compliance with the new EU requirements.

NIS (Network and Information Systems) is an abbreviation 
for the EU Directive 2016/1148, adopted by the European 
Parliament and the Council, concerning measures for a 
high common level of security of network and information 
systems across the Union. This is the first pan-European 
legislation on cyber security. This Directive will apply from  
10 May 2018 by which date relevant institutions are required 
to comply with its requirements.

The NIS Directive applies to operators of essential services 
in specific sectors. So, if your company operates in the 
transport, banking, health care, public administration, 
digital infrastructure, energy, financial market 
infrastructure, or if you are a drinking water supplier, 
NIS applies to you, too. The obligation to comply with 
the requirements of NIS Directive and to take necessary 
measures also applies to providers of digital services such 
as cloud computing, online search engines or online 
marketplaces.

Who does NIS apply to?What is NIS?



20 mil. €

We have a professional consulting team specializing in the 
NIS implementation in Europe. Thanks to our vast experience 
in cyber security we are able to help your company effectively 
achieve your goal in compliance with NIS Directive.

Some examples of activities we provide to our clients to 
support them in their NIS implementation include:

  Assessment of the risks related to NIS requirements

  Review of strategies for alignment with the NIS Directive

  Design of internal strategies for responding to security 
incidents

  Assessment and assistance in implementing the minimum 
level of security

     Review of internal security processes

  Recommendation of the best technologies to help you 
meet the NIS Directive requirements

  Assistance in implementing your early incident reporting 
system

How can Soitron help you?

Contact us
If you want to learn more about the NIS, need assistance with 
the NIS or just a non-binding consultation, please do not 
hesitate to contact our expert at the IT Advisory Business Unit.

David Dvořák, CISA, CISM, CRISC, ITIL
IT Advisory Manager
M +421 907 472 110
E nis@soitron.com

www.soitron.sk/nis

For over 26 years, Soitron has been offering its clients solutions and 
services in the field of IT infrastructure, communications solutions, 
applications, security, cloud solutions, IT services and outsourcing, 
or IT advisory. Soitron is part of the SOITRON Group SE employing 
800 international experts in Slovakia, the Czech Republic, Romania, 
Turkey, Bulgaria, the UK and Poland.
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Facts and figures

growth in companies 
perceiving

cyber threats 
as serious risks

23%

End of Implementation 
Phase 1 (shortly before 

passing the law
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End of Implementation 
Phase 2 (shortly before 
the SR law becoming 

effective)

SR NIS law entering 
into force (shortly 
before 10.5.2018)

EU NIS Directive 
becoming 
effective 

EU NIS Directive 
entering into force 

(8.8.2016)

EU NIS Directive 
2016/1148 adopted

(6.7.2016)
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