
SOITRON  GDPR

EU’S NEW GENERAL DATA PROTECTION 
REGULATION APPLIES TO YOUR 
COMPANY TOO! ARE YOU READY?

What are your main 
obligations under the GDPR?

  Obligation to keep records of your data processing activities

  Obligation to designate a Data Protection Officer

  Ensure prevention of general/personal data loss

  Introduction of general/personal data encryption

  Prevention of unauthorized access to personal data

  Introduction of pseudonymization/anonymization of personal 
data

  Ensuring timely updates of personal data

  Ensuring safe erasure/discarding of personal data 

  

  Ensuring provision and portability of personal data in a 
machine-readable format

  Managing and monitoring of personal data processing 
activities

  Making the personal data processing systems resilient to 
failures and data loss

  Ability to identify, analyze, document and inform about any 
security incidents in a timely manner

  Regular testing of personal data security

Our Consultancy Programme will help you learn what you need to 
know about the GDPR legislation and take the actions necessary to 
ensure compliance and avoid fines. Do not expect to find a “magic 
tool” that would take care of it all. This is a complex matter and it can 
most effectively dealt with by a tailor-made solution.

GDPR (General Data Protection Regulation) is an 
abbreviation for Regulation (EU) 2016/679 of the European 
Parliament and of the Council on personal data protection. 
This Regulation will apply from 25 May 2018 by which 
date organizations are required to comply with its 
requirements.

The regulation applies to the vast majority of institutions: 
any large corporation or a small company that, for 
instance, processes their customers’ data, uses the data 
for marketing purposes, monitors their customers’ 
behavior, has a camera system or runs an e-shop.

It includes all organizations that have an employee 
attendance system, customer or job seeker databases, 
data or contract backup and archiving systems, or 
those that use data encryption. That effectively means all 
businesses that have personal data stored on their servers, 
send data to data repositories over networks and/or use 
various applications.

Who does the GDPR apply to?What is GDPR?



We have a professional consultancy team specializing in the 
GDPR implementation in Europe. Thanks to our vast experience 
in personal data protection we are able to help your company 
to effectively achieve your goal in compliance with the GDPR.

Some examples of activities we provide to support our clients 
in their GDPR implementation:

  Identify your current situation with regards to the GDPR and 
any local legislation requirements;

  Map out all the changes that need to be made;

  Help you prepare all the necessary documents;

  Recommend solutions to meet your personnel, process, and 
technical requirements;

  Help you implement internal processes to assure continued 
compliance with the regulation in the future.

  Elaborate a risk analysis and an assessment of how your data 
processing operations impact the personal data protection.

  Deploy technologies as necessary (e.g. DLP, IDS, FW, WAF, 
SIEM, pseudonymization, encryption, backup, archiving).

  Develop recovery plans and implement a continuity 
management process.

How can Soitron help you? 

Contact us
If you want to learn more about the GDPR, you need assistance 
with the GDPR or just a non-binding consultation, please don’t 
hesitate to contact our expert at the IT Advisory Business Unit.

David Dvořák, CISA, CISM, CRISC, ITIL
IT Advisory Manager
M +421 907 472 110
E gdpr@soitron.com

www.soitron.sk/gdpr

For over 26 years, Soitron has been offering its clients solutions 
and services in the field of IT infrastructure, communications 
solutions, applications, cloud solutions, security, IT services and 
outsourcing and IT advisory. Soitron is part of the SOITRON 
Group SE employing 800 international experts in Slovakia, the 
Czech Republic, Romania, Turkey, Bulgaria, Poland and the UK.
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